**Интернет насилие**

* ***"Меня зовут Павел, мне 13 лет. Я хочу новый компьютер, помогите мне его купить"***

С этих слов начиналась анкета Паши. Корреспондент портала ProKazan.ru создал анкету вымышленного мальчика на популярном сайте знакомств.

**За несколько часов** "виртуальному" Паше пришло более **200 личных сообщений**. В основном — предложения **сексуального характера**. Мужчин вовсе не смущал юный возраст мальчика. Возраст откликнувшихся составлял от 20 до 55 лет. Вступив в переписку с ними от лица мальчика, мы выяснили, что это студенты старших курсов, инженеры, бизнесмены … В ходе переписки мальчика просили прислать обнаженные фотографии. Несколько из них настаивали на личной встрече. Уже в день создания анкеты удалось договорится о встрече с несколькими обратившимися и получить их телефонные номера.

* **Киберунижение** – распространение унижающей достоинство конкретного ребенка информации (изображений, видео, текста) в Интернете, а также использование Интернета для оскорблений и травли ребенка. Может привести к суициду.
* **Вовлечение ребенка в сексуальные действия через Интернет**. С ребенком в Интернете выходит на контакт педофил (нередко представляющийся сверстником) и входит в доверие к ребенку. Целью педофила является реальная встреча для совершения сексуальных действий или вовлечение ребенка в сексуальные действия через Интернет посредством веб-камеры.
* **Вовлечение несовершеннолетних в преступные и экстремистские группировки**. Опасность заключается в трансляции деструктивного мировоззрения подростку и направления его повседневной деятельности в деструктивное русло.
* **Пропаганда и популяризации потребления наркотиков среди подростков и молодежи**. Подросткам предлагаются рецепты изготовления одурманивающих веществ и смесей из подручных материалов, а также предоставляется возможность приобретения подобных средств.

свыше 60% детей и подростков ежедневно беседуют в чат-конференциях,

каждый 5-й ребенок ежегодно становится мишенью разного рода киберпреступлений.

3 из 4 детей, находясь в онлайн-режиме, готовы поделиться частной информацией о себе и своей семье в обмен на товары и услуги,

Более половины подростков выкладывают в Интернете свои личные данные: телефон, адрес, фото, номер школы...

Примерно половина опрошенных входит в группу риска - они хотя бы один раз встречались с «интернет-незнакомцами» в реальной жизни.

* **14.5 % детей назначали встречи с незнакомцами через Интернет.**
* **10 % из них ходили на встречи в одиночку,**
* **7 % никому не сообщили, что с кем-то встречаются;**
* **Почти 1/3 родителей (28,4%) не осознает опасностей, с которыми могут встретиться их дети в Интернете**
* **Более 90% подростков 8-16 лет сталкивались с порнографией в сети**
* **44 % детей, регулярно использующих Интернет, хоть один раз подвергались сексуальным домогательствам при виртуальном общении**, **11 %** подверглись этому несколько раз;

**Родителям: правила безопасности в сети**

* Компьютер с подключением в Интернет должен находиться в общей комнате под присмотром родителей;
* Создайте список домашних правил посещения Интернет при участии детей и требуйте его выполнения;
* Требуйте от вашего ребенка соблюдения временных норм нахождения за компьютером;
* Используйте средства блокирования доступа к нежелательному содержимому как дополнение к стандартному «Родительскому контролю».
* Объясните ребенку, что некоторые люди в Интернете могут говорить не правду и быть не теми, за кого себя выдают.
* Объясните, что дети **никогда не должны встречаться** с людьми, с которыми познакомились в Интернете в реальной жизни самостоятельно без взрослых.
* Научите детей никогда не раскрывать личную информацию Объясните им, что они не должны предоставлять информацию о себе в Интернете: есть правило ФЕТА — фамилия, номер телефона, электронная почта, домашний адрес – не следует сообщать в сети.
* Также не следует делать доступными для всех свои фотографии и своей семьи.
* Выделяйте время, чтобы беседовать с детьми об их друзьях в Интернете. Приучите вашего ребенка **сообщать вам о любых угрозах или тревогах**, связанных с Интернет.
* Настаивайте на том, чтобы дети использовали веб-камеру только при общении с друзьями.